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1. Caution

1.1. General

CAUTION

+ Do not drop, disassemble, attempt to repair, or make any alterations to the device.

These actions can cause serious damage to the Launch Monitor’s electronics and
could also result in an electric shock, which could harm both the device and the user.

+ Do not let children touch the device without supervision.
- If liquid, such as water, drinks, or chemicals, enters the device, stop using it

immediately and contact the nearest dealer or manufacturer for technical assistance.

+ Do not touch the device with wet hands. Doing so may cause an electric shock.
+ Make sure that the temperature of the camera does not exceed 0°C to 40°C or 32°F to

104°F. Otherwise, the device may be damaged by extreme temperatures.

1.2. Installation and maintenance

CAUTION

71/ / / I 1T 1117 17

+ Do not install in dusty or dirty areas - or near an air conditioner or heater to reduce

the risk of damage to the device.

« Avoid installing and operating in an extreme environment where vibration, heat,

humidity, dust, strong magnetic fields, explosive/corrosive mists or gases are
present.

- Do not apply excessive vibration and shock to the device. This may damage the

device.

- Do not use solvents or thinners to clean the surface of the device. This can damage

the surface finish.

- Do not put heavy objects on, or hang from, the product. If the product collapses or

is dropped, you may be injured.

+ Do not install this product on a wall if it could be exposed to oil or oil mist. This

may damage the product and cause it to fall.

- Safely install the product in a place that can hold the weight of the product. A lack

of strength may cause the product to fall.
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2./Recommended PC specifications

2. Recommended PC specifications
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If the performance of the PC or NIC does not meet the recommended specifications, the performance of the camera may be

affected.

Operating System

Windows 10 (x64)

CPU

Dual Core 3.0GHz or higher (Over then Intel Core i5 or AMD Ryzen3 recommended)

RAM

16GB or higher

HDD Free Space

10GB or higher

Gigabit Ethernet
Interface

for Chipset

« Intel Pro/1000 class Chipset recommended

+ ANIC that supports Jumbo Packet recommended

« NIC with 2048 or higher Receive Descriptors recommended

for NIC Card
+ Recommended NIC Card: EXPI9301CT (1Ch Intel NIC Card)
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3. Network Setup

Make sure you finish the Installation before you start the Network Setup.
IP and advanced settings are required to communicate with the Launch Monitor.

3.1. IP settings

1. Search for “View network connections” in Windows.

Web More ¥

:; View network connections

Control panel

Search the web

View network connections

L network conn - See web results

£ network conn
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2. Click on “Properties” of the Ethernet which is connected to the Launch Monitor.
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1? Network Connections

Hyper-V Virtua

| Ethernet4
Network cable

¥ @ Intel(R) 82574L

Organize » Disable this network device

1+ ? » Control Panel > Network and Internet » Network Connections

Diagnose this connection Rename this coni

.-I | Main Board
snmoum 3

— | vEthemet (Default Switch)
~>>__ Enabled

& Disable
Status

Diagnose

Fthernet Connection (11) ...

@ Bridge Connections

Create Shortcut

@ Delete

& Rename

9 Properties
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3. Select “Internet Protocol Version 4 (TCP/IPv4)".
4. Click on “Properties”.

U Ethernet Properties X
Connect using:
@ Intel(R) 1211 Gigabit Network Connection

This connection uses the following items:

] 4 Microsoft Network Adapter Muktiplexor Protocol

W 4 Microsoft LLDP Protocol Driver

s Intemet Protocol Version 6 (TCP/IPv6) v
< >

. instal. || Uninstal | [ Popeties |
-~

Allows your computer to access resources on a Microsoft
network.
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5. Set the IP address and subnet mask manually.
- IP Address: (Right-handed) 172.16.1.100 / (Left-handed) 172.16.0.100
+ Subnet mask: 255.255.255.0
Click on “OK".

Internet Protocol Version 4 (TCP/IPv4) Properties

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(O) Obtain an IP address automatically

(® Use the following IP address:!

IP address: |172. 16 . 1 .100

|

Subnet mask: 255.,255.255. 0

|
]
-

Default gateway:

(®) Use the following DNS server addresses:

Preferred DNS server: ' g 5 5 |
Alternate DNS server: 5 . . |
[Jvalidate settings upon exit PR

Cancel
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3.2. Advanced settings

1. Search for “View network connections” in Windows.

All Apps Doci
Best match

View network connections

Control panel
Search the web

L network conn - See web results

22 network conn

3. Network Setup

View network connections
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2. Click on “Properties” of the Ethernet which is connected to the Launch Monitor.

@ Network Connections

T @ > Control Panel > Network and Internet > MNetwork Connections

"~ | vEthernet (Default Switch)
" Enabled -
=4 Hyper-V Virtua @ Disable
™| | Ethemnetd Status
kg Network cable Diagnose

X @ Intel(R) 82574L

L‘hf Main Board
e

& Bridge Connections

Create Shortcut

& Delete

& Rename
& Properties

Ethernet Connection (11) ...

Organize = Disable this network device Diagnose this connection Rename this con

d

A
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3. Click on “Configure”.

S

U Ethernet Properties X
Networking  Sharing
Connect using:
@ Intel(R) 1211 Gigabit Network Connection

This connection uses the following items:
a Client for Microsoft Networks
™ % File and Printer Sharing for Microsoft Networks

93 QoS Packet Scheduler

™ 4 Intemet Protocol Version 4 (TCP/IPv4)

[J & Microsoft Network Adapter Muttiplexor Protocol

& Microsoft LLDP Protocol Driver

4 Intemet Protocol Version 6 (TCP/IPv6) v
< >

. instal.. | | Uninstal | Propedies

Descrivti ottt

Allows your computer to access resources on a Microsoft
network.
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4. In the advanced settings, change the 3 values as shown below.
- Jumbo packet: 9014 Bytes
+ Receive buffers: Maximum
« Transmit buffers: Maximum
Click on “OK".

Intel(R) 1211 Gigabit Network Connection Properties

General Driver Details Events Power Management

The following properties are available for this network adapter. Click
the property you want to change on the left, and then select its value

Jumbo Packet

Large Send Offload V2 (IPv4)

Large Send Offload V2 (IPv6)
Locally Administered Address

Log Link State Event

Maximum Number of RSS Queues
Packet Priority & VLAN
|Receive Buffers |
Receive Side Scaling

Speed & Duplex

TCP Checksum Offload (IPv4)

TCP Checksum Offload (IPv6)
|Transmit Buffers | v

s

on the right.
Property: Value:
IPv4 Checksum Offload ~ 5014 Bytes 2
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3.3. Allowing Apps in Firewall

1. Search for “allow an app through Windows firewall” in Windows.

All Apps Documents

Best match

=™ Allow an app through Windows
Firewall

Control panel

Search the web Allow an app through Windows Firewall

Control panel
L allow an app through Windows
Firewall - See web results

allow an app through windows ' Open
firewall 10

allow an app through windows
firewall 11

allow an app through windows
firewall is grey

allow an app through windows
firewall”

allow an app through windows
firewall apps

allow an app through windows
firewall german

L allow an app through Windows Firewall
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2. Click [Change settings].
3. Click [Allow another app].

W Allowed apps
4« System and Security » Windows Defender Firewall » Allowed apps v O

Allow apps to communicate through Windows Defender Firewall
To add, change, or remove allowed apps and ports, click Change settings.

4 @FirewallAPI.dN,-80206 v 7]
BB {78€1CD82-49E3-476E-BI26-S80E596AD309) 1~ ~
30 Viewer = =]
) Allloyn Router 2 o
allow 009 I =
allow 9009
allow 9009 @ 2
M aliow 9009 2 2
allow 9009 2 =
allow 9009 B
allow 9009 =) 2

What are the risks of allowing an app to communicate? & Change settings |
Aliowed apps and features:
Name Prvate Public

mim

4. [Add an app] pop-up window will appear.
5. Click [Browse. . . ].

00

Add an app

listed, and then dick OK.

Apps:

Select the app you want to add, or dick Browse to find one that is not

Path: [

What are the risks of unblocking an app?
You can choose which network types to add this app to.
. Networktypes... | [ ad | cancel
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6. Select LPGAgent.exe. 8. Click [Network types].
7. Click [Open].

P P Add an app X
« v 4 | > ThisPC 5 Local Disk (€3} > Pragram Files > LAGN PECPLE > VTrackToolKit ~ O Search VTrackToolKit rd
@pume My == U O Select the app you want to add, or click Browse to find one that is not listed,
tare o and then click OK.
DrivingRange
Installer
Resol
Apps:
View
B W TrackToolkit
L ]
!
B
4
i
File name: LPGAgent.exe V‘ Applications {*.exe;".com;”icd)
=i

Path: C:wProgram Files*LAON PEOPLEwVTrackTooll

What are the risks of unblocking an app?

You can choose which network types to add this app to.

I Network types... Add . Cancel
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9. Check [Private] and [Public].
10. Click [OK].

Choose Network Types x|

Allow this app or port to communicate through Windows
Firewall for the selected network type:

ivate: Networks at home or work where you
and trust the people and devices on the
network

: Networks in public places such as airports
ér coffee shops

[ oc | comcer |

11. Click [Add].

Add an app X

Select the app you want to add, or click Browse to find one that is not listed,
and then click OK.

Apps:
v rackToolkit

Path: CutProgram Files¥LAON PEOPLEWVTrackTooll

What are the risks of unblocking an app?
You ean choose which network types to add this app to.

Network types... | Cancel
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12. Click [OK].

S

o Alowed apps

4 o« System and Security + Windows Defender Firewsll > Allowed apps

To add, change, or remove allewed apps and ports, click Change settings.

What are the risks of allowing an app to communicate?

Allowed apps and features:

B4 ©FirewallAPL.dil -80206
A {T8E1CD88-49E3-4TEE - BI26- 580ESI6AD309)
430 Viewer

B Alioyn Router

Baliow 5003

M sliow 5009

4 sllow 5009

4 sllow 5009

B9 sllow 5009

M aliow 5009

4 sllow 5009

v 0o

Allow apps to communicate through Windows Defender Firewall
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